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off-spring





https://github.com/hsbp/reflowoven

https://github.com/hsbp/reflowoven






future plans









using lpc4370, with 2 HS usb ports, implement usb firewall



alternatives



In a single device, the Yubikey NEO has both contact (USB) and
contactless (NFC, MIFARE) communications. It uniquely supports
One-Time Passcodes, smart card functionality, including OpenPGP
and PIV, and the emerging FIDO Alliance Universal 2nd Factor
(U2F) protocol. The YubiKey NEO can be configured for U2F and
other modes using the NEO Manager.



The GPF Crypto Stick is a USB stick in a small form factor
containing an integrated OpenPGP smart card to allow easy and
high-secure encryption e.g. of e-mail or for authentication in
network environments.



Project Vault, designed by Google, is a secure computer entirely
packed onto a microSD card that can be plugged into any system
whether its a desktop or a mobile phone. Once the chip is
installed, the chat application just opens the virtualized two-file
system with the read/write I/O.



IETF crypto in a FPGA.



The hardware design features the Freescale i.MX53 processor,
supporting advanced security features such as secure boot and
ARM TrustZone.
The USB armory hardware is supported by standard software
environments and requires very little customization effort. In fact
vanilla Linux kernels and standard distributions run seamlessly on
the tiny USB armory board.



Trusted Platform Module, ECDSA Authenticator, SHA-256
Authenticator, Encrypted EEPROM, RTC with Battery,
ATmega328p.



conclusion



I diversity rules!

I lots of work for all of us

I interesting times ahead
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